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Abst r act

Thi s docunent proposes the interfaces of a Signaling Gateway, which
provi des interworking between the Switched Gircuit Network (SCN) and
an | P network. Since the Gateway is the central point of signaling

i nformati on, not only does it provide transportation of signaling
fromone network to another, but it can also provide additiona
functions such as protocol translation, security screening, routing

i nformati on, and seanl ess access to Intelligent Network (IN) services
on both networks.

The Transport Adapter Layer Interface (TALI) is the proposed

i nterface, which provides TCAP (Transaction Capability Application
Part), ISUP (I SDN User Part), and MIP (Mail Transport Protocol)
messagi ng over TCP/IP. In addition, TALlI provides SCCP (Signalling
Connection Control Part) Managenment (SCM5), MIP Prinmitives, dynanic
registration of circuits, and routing of call control nessages based
on circuit location
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1. Introduction
Thi s docunent is organized into the following 6 sections:

- Introduction to the docunent
-  Overview of the TALI Protoco
-  TALI Version 1.0

-  TALI Version 2.0

- Success/ Fai l ure Codes

- Security Considerations

The following terns are used throughout this docunent.

Crcuit ldentification Code (ClQ
A field identifying the circuit being setup or released. Depending
on SI and MSU Type, this field can be 12, 14 or 32 bits.

Changeover/ Changeback (co/cb):
SS7 MIP3 procedure related to link failure and re-establishnent.

Far End (FE):
The renote endpoint of a socket connection.

Far End Al |l owed (FEA):
The FE is ready to use the socket for service PDUs.

Far End Prohibited (FEP):
The FE is not ready to use the socket for service PDUs.

Intelligent Network (IN)

A network that allows functionality to be distributed flexibly at a
variety of nodes on and off the network and allows the architecture
to be nodified to control the services.

Managenment ATM Adaptation Layer (MAAL):

This layer is a conponent of SAAL. This layer maps requests and

i ndi cati ons between the System Managenent for the SG and the other
SAAL | ayers. MAAL includes interfaces to/from SSCOP, SSCF, and
system nmanagenent. More information can be found in T1.652.

Medi a Gateway (M5):

A MG term nates SCN nedi a streans, packetizes the nedia data, if it
is not already packetized, and delivers packetized traffic to the
packet network. It perforns these functions in reverse order for
medi a streans flowi ng fromthe packet network to the SCN
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Medi a Gateway Controller (MXC):

An MCC handl es the registration and managenment of resources at the
Mz  The MEC nmy have the ability to authorize resource usage based
on local policy. For signaling transport purposes, the M3C serves as
a possible termnation and origination point for SCN application
protocols, such as SS7 | SDN User Part and Q 931/ DSS1.

MIP3 Frami ng (MIP3F):
TALI does not require full MIP3 procedures support but rather uses
the MIP3 fram ng structure (ie: SIO Routing Label, etc)

Near End (NE):
The | ocal endpoint of a socket connection.

Near End Al |l owed (NEA):
The NE is ready to use the socket for service PDUs.

Near End Prohibited (NEP):
The NE is not ready to use the socket for service PDUs.

Q BI CC | SUP:

An | SUP+ variant that uses 32 bit ClIC codes instead of 14/12 bit CIC
codes. [SUP+, or QBICCISUP, is based on the Q 765. Bl CC
specification currently being developed in I TU Study G oup 11.

Si gnal i ng ATM Adaptati on Layer (SAAL):

This layer is the equivalent of MIP-2 for ATM Hi gh Speed Links
carrying SS7 Traffic as described in GR-2878-CORE [8]. SAAL includes
SSCF, SSCOP and MAAL.

Signaling Gateway (SG:

An SGis a signaling agent that receives/sends SCN native signaling
at the edge of the IP network. The SG function may relay, translate
or termnate SS7 signaling in an SS7-Internet Gateway. The SG
function may al so be co-resident with the M3C/ MG functions to process
SCN signaling associated with line or trunk termnations controlled
by the M5 (e.g., signaling backhaul).

Servi ce Specific Coordination Function (SSCF):

This layer is a conmponent of SAAL. This |layer maps the services
provided by the | ower layers of the SAAL to the needs of a specific
hi gher | ayer user. |In the case of the STP, the higher |ayer user is
the MIP-3 protocol, and the SSCF required is that as defined by
T1.645: SSCF for Support of Signaling at the Network Node Interface
(SSCF at the NNI). Mre information can be found in T1.645. SSCF
provides the interface between SSCOP and MIP3 and i ncl udes the

foll owi ng functions:
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2.

- Local Retrieve of nessages to support |ink changeover procedures
- Flow control with four |evels of congestion

Switched Grcuit Network (SCN):

The term SCN is used to refer to a network that carries traffic

wi thin channelized bearers of pre-defined sizes. Exanples include
Public Switched Tel ephone Networks (PSTNs) and Public Land Mobile
Net wor ks (PLMNs). Exanples of signaling protocols used in SCN

i nclude Q 931, SS7 MIP Level 3 and SS7 Application/ User parts.

Service Specific Connection Oiented Protocol (SSCOP):

This layer is a conponent of SAAL. This layer provides reliable
point to point data transfer with sequence integrity and error
recovery by selective retransnission. Protocol |ayer interfaces are
described in T1.637. Aspects of the protocol include flow control
connection control, error reporting to |ayer nmanagenent, connection
mai nt enance in the prol onged absence of data transfer, |ocal data
retrieval by the user of the SSCOP, error detection of protoco
control information and status reporting. SSCOP provides the |ink

| ayer functions that are:

- I n-Sequence Delivery

- Flow Control

- FError Detection/Correction

- Keep Alive

- Local Data Retrieva

- Connection Control

- Protocol Error Detection and Recovery

Signaling Transfer Point (STP):

Packet switches that provide CCS nessage routing and transport. They
are stored progranmed switches that use information contained in the
nmessage in conjunction with information stored in nmenory to route the
nmessage to the appropriate destination signaling point.

Overvi ew of the TALI Protoco

2.1 Traditional PSTN SS7 Networ ks

The traditional PSTN SS7 network consists of 3 types of devices
connected via dedicated SS7 signaling |inks.

The 3 primary device types for PSTN networks are:

* SSP:  Signaling Service Point. These nodes act as endpoints in
the SS7 network, originating SS7 messages as users attenpt to
pl ace phone calls. These nodes contain interfaces into the SS7
data network and the SS7 voi ce network.
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* STP. Signaling Transfer Point. These nodes act prinarily as
switches, switching SS7 traffic fromnode to node throughout the
network until it reaches another endpoint. An inportant feature
of each STP is to provide SS7 network managenment functionality
that allows nmessages to be delivered even when |inks and devices
fail. STPs al so sonetines provi de database type services, such as
A obal Title Translations and Local Nunber Portability.

* SCP: Signaling Control Point. These nodes act as databases.
These nodes contain stored data that is used to turn SS7 Queries
into SS7 Replies.

There are 3 prinmary types of dedicated SS7 signaling |inks:

*  56Kbps SS7 (DS0, V35, OCU) links. These links inplenment the MIP-1
and MIP-2 protocols as defined in [1].

* DS1 High Speed Links. These |inks use the SAAL protocol to
provide an alternative to 56Kbps SS7 links that is based on newer,
faster technol ogy. These links inplenent the SS7 protocol as
defined in [8].

* E1 Links.
Figure 1 provides an overview of the traditional PSTN network. In

this network, any of the links can be inplemented via either 56
Kbps, DS1, or E1 links.
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Figure 1: The Traditional PSTN Network
2.2 Converged SS7 Networks

In the converged SS7 network, SS7 devices will reside on both the
traditional PSTN network (with dedi cated 56 Kbps and DS1 |inks) and
on the IP network (with Ethernet |inks based on IP protocol). The
services of SSPs, STPs, and SCPs can be provided by new types of
devices that reside on I P networks. The IP network is not intended
to conpletely replace the PSTN, rather devices on the 2 types of
net wor ks must be able to comunicate with one anot her and convert
from1l |l ower |ayer protocol to the other

Si gnal i ng Gat eways are new devices that may al so function as an STP
in the converged network. SGs provide interfaces to:

* devices on the SCN (traditional SSPs, STPs, and SCPs)
* other SGs
* new devices on the |IP network

SGs al so continue to perform STP functions such as SS7 network
managenent and sone dat abase services (such as GIT and LNP)
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New devi ces on the I P network include:

* Media Gateway Controllers. |In addition to other functions, these
devices control Media Gateways and perform call processing.

* Media Gateways. |In addition to other functions, these devices
control voice circuits that are used to carry tel ephone calls.
M + MSCs conbine to provide the functionality of traditiona
SSPs.

* | P based SCPs. The database services that are related to SS7 can
be noved onto devices on the |P network.

Fi gure 2 provides an overview of the converged SS7 networKk.

----- +omm -t
I\ / L | SG
R SCN | oo+ - - -+
[/ SCP \ \ [------ | SG | |
----------- +----+
| | | |
| | | |
| e
| | / \ /\
| | | I P ----/
| /---\ \ / / SCP \
| | SSP|  -----  ------
| \---/ / \
| | / \
[---\ | / \
| SSP | | +- - -+ +- - -+
\---/ +----+ | M | MC|
| | MG| +---+ +---+
| +-- - -\ \ /
| \ \ /
| \ e
| \ / \
e | P
| MG |----------- \ /
Femmm ke

Fi gure 2: The Converged SS7 Network
In theory, the TALI protocol can be used between 2 nodes to carry SS7

traffic across TCP/IP. Sone of the areas that TALI could be used
i ncl ude:
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- For SGto SG comunication across |P

- For SGto MEC communication across |IP

- For SGto |IP based SCP comuni cation across |IP

- For conmuni cation between multiple | P based SCPs

- For conmuni cation between nultiple MXs

- For conmuni cati on between M3Cs and M3s

- For other |P devices such as DNS, Policy Servers, etc.

In reality, the communicati on between MCs, or between MEC and MG is
probably better suited to using other protocols. Wth respect to the
Signaling Gateway inplenmentation, the TALI protocol is used to carry
SS7 traffic:

- For SG to SG conmmunication
- For SGto MEC communi cation
- For SGto |IP based SCP communi cati on

2.3 TALlI Protocol Stack Overview

The Transport Adapter Layer Interface is the proposed interface that
provi des SCCP, |SUP, and MIP nmessagi ng encapsul ation within a TCP/IP
packet between two switching elenments. |n addition, TALI provides
SCCP Managenent (SCM35), MIP Primtives, dynam c registration of
circuits, and routing of call control nessages based on circuit

| ocati on.

The maj or purpose of the TALI protocol is to provide a bridge between
the SS7 Signaling Network and applications that reside within an IP
network. Figure 3 provides a sinple illustration that highlights the
protocol stacks used for transport of SS7 MSUs on both the SS7 side
and the | P side of the SG
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SS7 traffic SS7 traffic
via 56Kbps |inks via TALI
I + oot oo +
| Traditional| | SG | | I P
| SS7 Devices|<------ >| | <-------- >| Devices
S + +----+ Fom e oo - +
SS7 SS7, TALI, TCP/IP
prot ocol stack prot ocol stack
S + S +
| SS7 application| | SS7 application
| I ayer | | I ayer |
Fommanan ommanan + Fommanan ommanan +
| TCAP | ISUP | | TCAP | ISUP |
[ S, + | [ S, + |
| sccpP | | | sccpP | |
F - F - + F - F - +
| MTP3 | | MTP3
. + . +
| MIP2 | | TALI |
Fom e e e e e oo oo + Fom e e e e e oo oo +
| MIP1 | | TCP |
| (& phy. | R +
| | ayer) | | I P |
S + . +
| MAC |
| (& phy |
| | ayer) |
S +

Figure 3: TALlI Protocol to carry SS7 over TCP/IP
From Fi gure 3, several observations can be nade
*  The TALI layer is used when transferring SS7 over |IP
* When SS7 traffic is carried over a |IP network, the MIP2 and MIP1
layers of a traditional 56 Kbps Iink are replaced by the TALI
TCP, I P, and MAC | ayers
*  The TALI layer sits on top of the TCP | ayer
*  The TALI layer sits below the various SS7 |ayers (MIP3, SCCP/ TCAP,

| SUP, and applications). The data fromthese SS7 |layers is
carried as the data portion of TALlI service data packets
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Some of the facts concerning the TALI protocol which are inportant to
under st andi ng how TALI works that are not evident from Figure 3
i nclude the follow ng:

* Each TALI connection is provided over a single TCP socket.

* The standard Berkel ey sockets interface to the TCP is used by
the TALI |ayer to provide connection oriented service from
endpoi nt to peer endpoint.

*  TCP sockets are based on a Cient/Server architecture; one end
of the TALI connection nust be defined as the ’'server side’
the other end is a '"client’.

* The client/server roles are inportant only in bringing up the
TCP connection between the 2 endpoint, once the connection is
est abl i shed both ends use the sanme Berkel ey sockets calls
(send, recv) to transfer data.

* The TCP socket must be connected before the 2 TALI endpoints
can begi n conmuni cati ng.

* TALI provides user control over each TALI connection that is
defined. This control

* Allows the user to control when each TALI connection will be
nmade

* Allows the user to control when each TALI connection is all owed
to carry SS7 traffic

* Allows the user to control the graceful shutdown of each socket

* TALI provides Peer to Peer messages. These nessages originate
fromthe TALI |ayer of one endpoint of the connection and are
term nated at the TALI layer of the other endpoint. Peer to Peer
nessages are used:

* To provide test and wat chdog nai nt enance nessages

* To control the ability of each socket to carry SS7 service
nessages

* TALI provides Service nmessages. These nessages originate fromthe
| ayer above the TALI |ayer of one endpoint of the connection and
are transferred to and ternminated at the | ayer above the TALI
| ayer of the other endpoint.
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* The service nessages provide several different ways to
encapsul ate the SS7 nessages (SCCP/ TCAP, |SUP, and other MIP3
| ayer data) across the TCP/IP connection

* As we will see later, different Service opcodes are used to
conmmuni cate across the TALlI socket exactly how each SS7 nessage
has been encapsul at ed.

* A set of TALI tinmers is defined. These tiners are used to
correctly inplement the TALI state nachine.

2.3.1 An Alternate TALI Protocol Stack using the SAAL Layer

This section presents a different, slightly nmore conpl ex, TALI
protocol stack that can be used in place of the protocol stack in the
previ ous section.

Figure 3 in the previous section provided a sinple illustration that
hi ghli ghted the basic TALI protocol stack that can be used to
transport SS7 MSUs between 56 Kbps |inks on the SS7 side of an SG and
the I P devices.

Figure 4 below illustrates an alternate TALlI protocol stack that

i ncludes the SAAL | ayer as part of the data transferred across the
TCP/ | P connecti on
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SS7 traffic SS7 traffic
via DS1 links via TALI
I + oot oo +
| Traditional| | SG | | I P
| SS7 Devices|<------ >| | <-------- >| Devices
S + +----+ Fom e oo - +
SS7 DS1 SS7, TALI, TCP/IP
prot ocol stack prot ocol stack
S + S +
| SS7 application | | SS7 application
| layer | | layer |
N Fommmnaan + N Fommmnaan +
| TCAP | ISUP | | TCAP | ISUP |
[ + | [ + |
| SsccP | | | SsccrP | |
Fom e oo - Fom e oo - + Fom e oo - Fom e oo - +
| MTP3 | | MTP3 |
. + . +
I SAAL | | SAAL
| (SSCF, MAAL, SSCOP) | | (SSCF, MAAL, SSCOP) |
S + S +
| AALS | | TALI |
. + . +
ATM | | TCP |
| (& phy. | e +
| | ayer) | | I P |
S + S +
| MAC |
| (& phy |
| | ayer) |
. +

Figure 4: An Alternate TALI Protocol Stack with SAAL

The following bullets provide a discussion regarding the differences
bet ween these 2 protocol stacks, the reasons for having 2 protoco
stacks, and the advantages of each:

*  \Wen the TALI protocol stack is inplenented without the SAAL
layer, as in Figure 3, the SEQUENCE NUVBER of the SS7 MBU is NOT
part of the data transferred across the TCP/IP connection. 1In 56
Kbps SS7 Iinks, the MIP2 header contains an 8 bit sequence numnber
for each MSU. The sequence nunber is used to preserve nessage
sequenci ng and to support conpl ex SS7 procedures invol ving MU
retrieval during link changeover and changeback. As indicated in
Figure 3, the MIP2 header is NOT part of the data transferred
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across the TCP/I P connection. The TALI protocol stack wi thout
SAAL still guarantees correct sequencing of SS7 data (this
sequencing is provided by sequence nunbers in the TCP | ayer),
however that protocol stack can not support SS7 changeover and
changeback procedures

*  \Wien the TALI protocol stack is inplenented with the SAAL | ayer
as in Figure 4, the SEQUENCE NUMBER of the SS7 MSU IS part of the
data transferred across TCP/IP. |In SS7 DS1 |inks, the SSCOP
trailer contains a 24 bit sequence nunber for each MSU. This 24
bit sequence nunber serves the sane purposes as the 8 bit SS7
sequence nunber. As indicated in Figure 4, the SSCOP trailer IS
part of the data transferred across the TCP/IP connection. The
protocol stack in Figure 4 can support SS7 changeover and
changeback procedures

* Inplenenting the TALI protocol with SAAL therefore provides
support for SS7 co/cb and data retrieval and can help to mnimze
MU | oss as SS7 |inks are deactivated. However, inplenenting SAAL
is not atrivial matter. The SAAL | ayer consists of 3 sublayers
(SSCF, SSCOP, and MAAL), one of which (SSCOP) is quite involved
It is envisioned that nost SS7 to TCP/IP applications will NOT
choose to inplenment SAAL.

2.3.2 An Alternate TALI Protocol Stack using SCTP

The TALI protocol is dependent on a reliable transport |ayer bel ow
it. At the initial design of TALI, TCP was the only reliable, proven
transport layer. Sinple Control Transport Protocol (SCTP) is
currently being designed as a transport later specifically for
signalling. Once SCTP is a proven and accepted transport protocol
SCTP can then be used in place of TCP as shown in Figures 3 and 4.

2.4 Inputs to the TALI Version 1.0 State Machine

Figure 5 illustrates the inputs that affect the TALI State Machi ne.
Inputs to the state machi ne incl ude:

* Managenent events (ie: requests fromthe human user of the TALI
connection) to control the operation of a particular TALI session

* TALI nessages received fromthe Peer. These nessages include peer
to peer nessages as well as service data nessages.

* Events fromthe User of the TALI layer. The user is the |ayer
above TALI in the protocol stack, either the SS7 or SAAL | ayer.
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* | npl enentation Dependent Events. Each inplenentation nust provide
inputs into the TALI state nachi ne such as:

* Socket Events

* TALI protocol violations. The TALI state nachi ne nust detect
protocol violations and act accordingly.

* Timer events.
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+====+ [ ettty o
| | tmmmmmmaas + mmmmmmmeaaaaa + | |
| User | | Service | | Mynt. Open | | MANAGEMENT |
| Part| <-->| Message | | Mgnt. O ose |<-->|
o | | Mnt. Proh. | | |
| | e + | Ngnt. Al | ow | 4=—===—========—+
+====+ N Fom e e e e oo +
| AN
I I
v v
+ +
TALlI State Machine |
+ +
N N N N
I I I I
I I I I
v I I I
Fomm e e o B RN SO + oo e e e e - R SR +
| Received| | Connection est. | | Protocol | | T1 Expired
| "test’ | | Connection lost | | Violation | | T2 Expired
| "allo | | | | | | T3 Expired
| "proh | Ao S + | T4 Expired
| ' proa’ | A A Fommmmme e +
| "rmoni’ | I I "
| "nmona’ | I I I
I or | I I I
| Service | | | |
| Message | + +
. + | | MPLEMENTATI ON
A | DEPENDENT
| + +
I
v
[ el
| PEER |
I I
[ ety o}

Figure 5: Overview of Inputs to the TALI 1.0 State Machine
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3. TALI Version 1.0
This chapter provides the states, nmessages, nessage exchange rul es
and state machine that must be inplemented to provide a TALI version
1.0 protocol I|ayer

3.1 Overview of the TALI Message Structure

Table 2 provides a summary of the nessages and nessage structure used
in TALlI version 1.0.

o s s m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e oo +
| OCTET | DESCRI PTI ON | SIZE | VALUE | TYPE

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeaa oo +
| 0..3 | SYNC | 4 Cectets | | 4 byte

| | | | | ASClI |
o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
| | TALI | | *TALI" |

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeeo oo +
| 4..7 | OPCODE | 4 Cctets | | 4 byte

| | | | | ASClI |
s +
| | Test Service | | "test’ |

| | Al | ow Service | | "allo |

| | Prohi bit Service | | 'proh’ | |
| | Prohi bit Service Ack | | 'proa’ |

| | Moni t or Socket | | ' rnoni’ | |
| | Moni t or Socket Ack | | 'nmona’ |

| | SCCP Service | | 'sccp’ |

| | | SUP Service over TALI | | 'isot’ | |
| | MIP3 Service over TALI | | "ntp3 | |
| | Servi ce over SAAL | | 'saal’ |

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e ee oo +
| 8..9 | LENGTH | 2 Cctets | | integer

| | (least significant | | |

| | byte first) non-0 | | |

| | if Service or | | | |
| | Socket nonitor nessage| | |

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e ee oo +
| 10..X | DATA PAYLQAD | variable | | variable

o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +

Tabl e 2: Message Structure for TALI 1.0

Table 3 indicates the valid values of the LENGTH field for each
version 1.0 opcode. The LENGIH field is always an indication of the
# of bytes contained in the DATA PAYLOAD portion of a general TALI
nessage.
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|
| in the MIP3 and hi gher |ayer(s) of]|
| the SS7 MsU. This Iength includes
| the SIO byte and all bytes in the

| SIF (Service Information Field)

| field. The MIP3 routing | abel is
| part of the SIF field. Seven (7)

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeeo oo +
| OPCODE | VALID LENGTH VALUES | COWENTS |
o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e ee oo +
| test | O bytes |

o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
| allo | O bytes |

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeeo oo +
| proh | O bytes |

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e ee oo +
| proa | O bytes |

o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
| noni | 0-200 bytes | A maximumlength is provided so

| | | that the maxi num et hernet frane

| | | size is not exceeded.

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e ee oo +
| nmona | 0-200 bytes | Mona reply length and content nust

| | | match the original noni (with the |
| | | exception of the opcode)

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeeo oo +
| sccp | 12-265 bytes | These are the valid sizes for the

| | | SCCP- ONLY portions of SCCP UDT

| | | MsUs |
o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
| isot | 8-273 bytes | The length is the nunber of octets
| | | in the MIP3 and hi gher |ayer(s) of]|
| | | the SS7 MsU. This Iength includes
| | | the SIO byte, the MIP3 routing

| | | label, the CIC code, and the

| | | ISUP Message Type field, and any

| | | other bytes that may exist as part|
| | | of the SIF (Service Information

| | | Field) |
o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e ee oo +
| mtp3 | 5-280 bytes | The length is the nunber of octets
| | | in the MIP3 and hi gher |ayer(s) of]|
| | | the SS7 MSU. This Iength includes
| | | the SIO byte and the MIP3 routing

| | | labeld, and any other bytes that

| | | may exist as part of the SIF

| | | (Service Information Field)

o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
| saal 11- 280 bytes The length is the nunmber of octets
|

|

|

|

|

|
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| | | octets of SSCOP trailer is added
| | | to the nessage. The SSCOP trailer
| | | bytes are also included in the
| | | length.
o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
Table 3: Valid Length Fields for Each OQpcode in TALI 1.0

3.1.1 Types of TALI

Fi el ds

Several field types are used in the general TALlI message structure.
e e R THIS +
| Field Type | Inplementation Notes for that Type |
I N N I NS +
| 4 byte * 4 byte ASCI| text strings are used to define the

| ASC |

t ext

I nt eger

| Vari abl e

Spr ague,

et al.

*

sync code and the opcode of the basic TALI nessage.

These fields are case sensitive, the coding
each sync and opcode literal needs to natch
case specified in Table 2.

The standard ASCI| conversion table is used
transform each character into a byte.

The order of the ASCII characters is inportant.
The first character in the string nust be the

first character transnmitted across the wre.
For exanple, if the string being encoded is

the order of the bytes as they are transferred

over the wire nust be:
1st byte: Ox61 ('a’) 3rd byte: 0x43 ("C)
2nd byte: 0x62 ('b') 4th byte: 0x44 ('D)
The software for each inplenentation should

witten in a manner that accounts for the required

byte order of transmission (ie: the Big Endi

Little Endian characteristics of the processor

need to be dealt with in the software.

A1l 2 or 4 byte field to be treated as an i

for
t he

to

"abCD' ,

be

an/

nt eger

value. Integer fields should be transnitted Least

Significant Byte first across the wire
The software for each inplenentation should

byte order of transmission (ie: the Big Endi

be

an/

Little Endian characteristics of the processor

|
|
|
|
written in a manner that accounts for the required
|
|
|

need to be dealt with in the software.

The definition of the nmessage structure for this

field is governed by other specifications.
For exanple, when transferring MIP3 service

I nf or mat i ona
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| via a 'mp3’ opcode, the DATA PAYLOAD begins with

| the SIO byte of the MIP3 routing |abel. The

| structure for the entire DATA PAYLOAD i s governed

| by the MIP3 nessage structure defined in [1]. |

| * ASCII text fields of sizes other than 4 bytes |
| shoul d be supported according to the sane rules

| presented for the 4 byte ASCI| text fields. For

| i nstance, an 8 byte string such as 'ab0l1cd23’ could
| be used, where the "a would be the first byte of

| the field transmtted out the wire. |

Table 4: Inplenentation Notes for each Type of TALI field

3.2 Detailed TALI Message Structure

3.2.1 TALI Peer to Peer Messages

The foll owi ng subsections provide nore information regarding the TALI
Peer to Peer nessages that are inplenmented in version 1.0. The TALI
peer to peer nmessages originate at the TALlI layer of 1 end of the
socket connection (the near end) and are term nated at the TALI | ayer
of the far end of the connection

3.2.1.1 Test Message (test)

The 'test’ nessage is used by a TALI inplenentation to query the
renote end of the TALI connection with respect to the willingness of
the renote end to carry SS7 service data. This nessage asks the
other end: are you ready to carry service data? This nessage is sent
periodically by each TALI inpl enentation based on a T1 tiner
interval. Upon receiving 'test’, a TALI inplenentation nust reply
with either "proh’ or "allo to indicate the nodes willingness to
carry SS7 service data over that TALlI connection

i +
| Octets | Field Name | Description
o +
| 0..3 | SYNC | ' TALI’

o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
| 4..7 | OPCODE | 'test’ |
o o o e oo +
| 8..9 | LENGTH | Length =0
o +
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3.2.1.2 All ow Message (allo)

The "all o’ nessage is sent inreply to a "test’ query, or in response
to some internal inplenmentation event, to indicate that a TALI
inplenmentation ISwlling to carry SS7 service data over the TALI
session. This nmessage inforns the far end that SS7 traffic can be
transmitted on the socket. ’'allo is one of the 2 possible replies
to a "test’ nessage. Before SS7 traffic can be carried over a
socket, both ends of the connection need to send ’all o’ nessages.

o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
| Octets | Field Name | Description

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeeo oo +
| 0..3 | SYNC | " TALI’

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e ee oo +
| 4..7 | OPCODE | "allo’

o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
| 8..9 | LENGTH | Length =0

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeeo oo +

3.2.1.3 Prohibit Message (proh)

The ’proh’ nessage is sent inreply to a "test’ query, or in response
to sonme internal inplenentation event, to indicate that a TALI

i mpl enentation is NOT willing to carry SS7 service data over the TALI
session. This nmessage infornms the far end that SS7 traffic can not
be transnmitted on the socket. ’'proh’ is one of the 2 possible
replies to a '"test’ nessage. As long as 1 end of the connection
remains in the 'prohibited” state, SS7 traffic can not be carried
over the socket.

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeaa oo +
| Octets | Field Name | Description |
s +
| 0..3 | SYNC | ' TALI’ |
o s s m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e oo +
| 4..7 | OPCODE | ’ proh’

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeaa oo +
| 8..9 | LENGTH | Length =0
s +

3.2.1.4 Prohibit Acknow edgenent Message (proa)

The 'proa’ message is sent by a TALI inplenentation each tinme a
"proh’ is received fromthe far end. This nessage is sent to
indicate to the far end that his ’prohibit’ nessage was received
correctly and will be acted on accordingly.
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o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeeo oo +
| Octets | Field Name | Description

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e ee oo +
| 0..3 | SYNC | ' TALI’

o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
| 4..7 | OPCODE | ' proa’

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeeo oo +
| 8..9 | LENGTH | Length =0

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e ee oo +

3.2.1.5 Monitor Message (noni)

The 'nmoni’ nessage provides a generic ECHO capability that can be
used by each TALI inplenentation as that inplenentation sees fit. A
TALI version 1.0 inplenentation does not have to originate a 'noni
message to be conmpliant with the 1.0 specification. The primary
intent of this nessage is to provide a way for the TALI layer to test
the round-trip nessage transfer tine on a socket. A ’'nobna’ nessage
nmust be sent in reply to each received 'nmoni’ nessage. The DATA
portion of a 'nmoni’ nessage is vendor inplenentation dependent. The
DATA portion of each 'nmona’ reply nust exactly nmatch the DATA portion
of the "nmoni’ that is replied to. Regardless of whether an

i npl enent ati on chooses to send 'noni’ or not, ’'nmona’ nust be sent in

response to each 'noni’ in order to remain conpliant with the TALI

pr ot ocol

o m e e e e e e e e e oo +
| COctets | Field Name | Description

o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
| 0..3 | SYNC | ' TALI’

o n o m e eiaoiaooo-- +
| 4..7 | OPCODE | * noni’ |
o e e e e e e e e e e e oo +
| 8..9 | LENGTH | Length

o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
| 10..X | DATA PAYLQAD| Vendor Dependent

o n o e e eiaoaooo-- +

3.2.1.6 Mnitor Acknow edge Message (nona)

As nentioned above, the 'nmona’ nust be sent in reply to each received
"moni’.  The contents of the 'nona’ DATA area nust natch the DATA
area of the received 'noni’ nessage
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e e R THIS +
| Octets | Field Name | Description
I T I NS +
| 0..3 | SYNC | ' TALI’

o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
| 4..7 | OPCODE | ' rmona’
S e R THIS +
| 8..9 | LENGTH | Length
e T I NS +
| 10..X | DATA PAYLQAD| Vendor Dependent

o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +

3.2.2 Service Messages

The foll owi ng subsections provide nore information regarding the TALI
Service nmessages that are inplemented in version 1.0. TALI Service
messages are used to carry SS7 MSUs across the I P network. The
information in this section includes details with respect to howto
encapsul ate SS7 MsUs into TCP/I P frames using each of the TALI
servi ce opcodes. The TALI service nessages originate at the |ayer
above TALI, are transported across the IP network via a TALI service
nmessage, and are delivered to the | ayer above TALI at the far end of
the TALI connecti on.

3.2.2.1 SCCP Service Message (sccp)

The 'sccp’ opcode is used to deliver SS7 MSUs with a Service

I ndi cator of 3 (SCCP) over a TALI connection. This opcode is only
used on TALI protocol stacks that are inplenented without SAAL. The
MIP3 | ayer of the SS7 MSU is NOT part of the data transferred across
TCP/IP for this opcode; the data portion of the TALlI 'sccp’ nessage
begins with the first byte of the SCCP data area in the SS7 MsSU
(after the MIP3 routing label). The first byte in the SCCP data area
is an SCCP nmessage type field.

Several restrictions on the SCCP nessages that this TALI opcode can
carry exist. These restrictions are as foll ows:

* SCCP nessages contain an SCCP nmessage type field. The SCCP
messages that are supported by TALI 1.0 inplenmentations are
limted to Class 0 and Class 1 SCCP nessages with a nessage type
field of either:

upbT
UDTS
XubT
XUDTS

E
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*  SCCP nessages must contain a Point Code in the 'calling party’
area in order to be transferred across the TCP/I P connection as a
"sccp’ nessage. An inplenentation may choose to nodify the
original SCCP MsU to add an appropriate calling party point code
before transm ssion across TALI if desired.

*  SCCP nessages must contain a Point Code in the 'called party’ area
in order to be transferred across the TCP/IP connection as a
"sccp’ nessage. An inplenentation may choose to nodify the
original SCCP MsU to add an appropriate called party point code
before transm ssion across TALI if desired.

* The encodi ng of the SS7 SCCP MSUs, as they are transmtted across
TALlI via 'sccp’, should remain conpliant with the ANS
specifications (T1.112 and T1.114) that apply to the SCCP and TCAP
portions of the message respectively.

NOTE 1. SCCP Subsystem Managenent for the | P based SCP's is supported
via this 'sccp’ opcode. SS7 SCCP Managenent nessages are controlled
by an SCMG SS7 process. SCMG sends the managenent nessages via SCCP
UNI TDATA (UDT) messages. Therefore, the SCMG nessages can be sent
across the TALI connecti on.

NOTE 2: 'sccp’ TALI nessages will not include the MIP3 header and
therefore will not retain the original DPC/OPC of the SS7 MBU. Each
TALI inplenentati on needs to consider if/how to provide this DPC/ OPC
information in the SCCP portion of the nessage. For exanple the DPC
can be replicated to the point code in the SCCP Called Party Address
area and the OPC can be replicated to the point code in the SCCP
Calling Party Address area.

o m o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeaa oo +
| Octets | Fi